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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes to update conclusion for KI#2.

1	Proposal
As stated in the KI#2 description in yellow highlighted:
This key issue will study the following aspects in order to support service continuity:
-	What triggers should be considered, and which functional entities trigger the changes to support service continuity for the scenarios described above.
-	Whether existing SA WG2 mechanisms (e.g. UL-CL/BP insertion/relocation, SSC mode 2/3, AF influence on traffic routing, and LADN) suffice or whether there are gaps to be addressed that could introduce improvements in Quality of Experience compared to existing solutions.
-	How to handle changes of the (local) PSA when applications do not support the change of client address.
-	How to handle change of the serving EAS (without UE mobility) to support seamless change, e.g. preventing or reducing packet loss.
-	How to handle coordination of change of the Edge Application Server and PSA to support seamless change, e.g. preventing packet loss. This should consider the already specified mechanisms in TS 23.502 [3] clause 4.3.6.3 "Notification of User Plane Management Events"
-	Evaluate and determine whether and how seamless change of Edge Application Server can be enabled considering:
-	Different Edge hosting models described in the key issue #1.
-	Stateful and Stateless applications.

From above yellow highlighted, it can be seen that preventing or reducing packet loss for the purpose of service continuity is the main focus for KI#2. In order to achieve this purpose, the EC application needs to support the coordinated EAS change (e.g. concurrently serving a UE by two EASes, runtime context mirroring and migration between source and target EAS), this is the primary value of Sol#30. The runtime context mirroring and migration put some requirements to EC application, which doesn’t have to be tightly coupled with the capability of Edge Hosting Environment, such a limitation in the conclusion for KI#2 can be removed.
It is proposed to agree the changes:

/**************Start of Change *************/
[bookmark: _Toc50631405][bookmark: _Toc50630903][bookmark: _Toc50468928][bookmark: _Toc50468657][bookmark: _Toc50468387][bookmark: _Toc50467043]9.2.5	Conclusions for Key Issue #2: EAS IP address replacement in 5GC
To solve the issue of change of EAS with EAS IP address change with or without PSA change, for the UE unawareness solution, it is concluded to use solution #30 as baseline, without depending on Edge Hosting Environment to handle the runtime session context mirroring with different IP addresses and with the enhancement of EAS capability indication (i.e. supporting EAS IP address replacement) as proposed in solution #29 and #27 for normative work.
Editor's note: It is FFS whether Anchor EAS is used for the UE unawareness solution.
NOTE: Whether Anchor EAS is used will be determined in normative phase.

/*******************End of Change****************/
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